**Правила поведения учащихся в современной информационной среде**

|  |
| --- |
| **НЕЛЬЗЯ** |
| Всем подряд сообщать свою частную информацию (настоящие имя, фамилию, телефон, адрес, номер школы, а также фотографии свои, своей семьи и друзей)   Нельзя открывать вложенные файлы электронной почты, когда не знаешь отправителя   Нельзя рассылать самому спам и «информационную грязь»   Нельзя грубить, придираться, оказывать давление — вести себя невежливо и агрессивно   Никогда не распоряжайся деньгами твоей семьи без разрешения старших. Спроси родителей.   Встреча с Интернет-знакомыми в реальной жизни, бывает опасной: за псевдонимом может скрываться преступник |
| **ОСТОРОЖНО** |
| Не все пишут правду   Читаешь о себе неправду в Интернете — сообщи об этом своим родителям или опекунам   Приглашают переписываться, играть, обмениваться – проверь, нет ли подвоха   Незаконное копирование файлов в Интернете = воровство   Открыл что-то угрожающее — не бойся позвать на помощь |
| **МОЖНО** |
| Используй «ник» (выдуманное имя) в переписке и переговорах   Уважай другого пользователя   Пользуешься Интернет-источником – делай ссылку на него   Познакомился в сети и хочешь встретиться – посоветуйся со взрослым, которому доверяешь   Открывай только те ссылки, в которых уверен   Интернетом лучше всего пользоваться, когда поблизости есть кто-то из родителей или тех, кто хорошо знает, что такое Интернет, и как в нем себя вести |

**Информационная безопасность вашего ребёнка**

*Интернет предлагает колоссальное количество возможностей   для обучения, но есть и большая доля информации, которую никак нельзя назвать ни полезной, ни надежной. Пользователи Сети должны мыслить критически, чтобы оценить точность материалов; поскольку абсолютно любой может опубликовать информацию в Интернете. Это относится и к детям, которые склонны думать: "Раз в Интернете – значит, правильно". У газет или журналов есть проверяющие люди: корректор и редактор. Но Интернет не сможет проверить, насколько правдива размещенная информация.*

**КАК УБЕРЕЧЬСЯ  ОТ НЕДОСТОВЕРНОЙ  ИНФОРМАЦИИ?**

* Неверно и представление о том, что где-то существует безопасный Интернет. Надо помнить, что большинство ресурсов создается с коммерческой целью, и здесь реализуются чьи-то цели.
* Ответственность за посещение учащимися сайтов, несвязанных с задачами образования и воспитания и контроль посещения ими соответствующих сайтов в школе осуществляет***учитель,*** дома – ***родители***.

**«Безопасный интернет» -рекомендации экспертов родителям**Данные рекомендации – практическая информация для родителей, которая поможет предупредить угрозы и сделать работу детей в Интернете полезной.

**Правило 1.** Внимательно относитесь к действиям ваших детей в «мировой паутине»:

* Не отправляйте детей в «свободное плавание» по Интернету. Старайтесь активно участвовать в общении ребенка с Интернет, особенно на этапе освоения.
* Беседуйте с ребенком о том, что нового для себя он узнает с помощью Интернет, чтобы вовремя предупредить угрозу.

**Правило 2.** Информируйте ребенка о возможностях и опасностях, которые несет в себе сеть:

* Объясните ребенку, что в Интернете как в жизни встречаются и «хорошие», и «плохие» люди. Объясните, что если ребенок столкнулся с негативом или насилием от другого пользователя Интернет, ему нужно сообщить об этом близким людям.
* Научите ребенка искать нужную ему информацию и проверять ее, в том числе с вашей помощью.
* Научите ребенка внимательно относиться к скачиванию платной информации и получению платных услуг из Интернет, особенно путем отправки sms, – во избежание потери денег.
* Сформируйте список полезных, интересных, безопасных ресурсов, которыми может пользоваться ваш ребенок, и посоветуйте их использовать.

**Правило 3.** Выберите удобную форму контроля пребывания вашего ребенка в Сети:

* Установите на ваш компьютер необходимое программное обеспечение – решение родительского контроля и антивирус.
* Если ваш ребенок – учащийся младших классов и остается часто дома один, ограничьте время пребывания вашего ребенка в Интернете.
* Если компьютер используется всеми членами семьи, установите его в месте, доступном для всех членов семьи, а не в комнате ребенка.
* Создавайте разные учетные записи на вашем компьютере для взрослых и детей. Это поможет не только обезопасить ребенка, но и сохранить ваши личные данные.
* Регулярно отслеживайте ресурсы, которые посещает ваш ребенок. Простые настройки компьютера позволят вам быть в курсе того, какую информацию просматривал Ваш ребенок.

**Правило 4.**  Регулярно повышайте уровень компьютерной грамотности, чтобы знать, как обеспечить безопасность детей:

* Используйте удобные возможности повышения уровня компьютерной и Интернет грамотности, например, посещение курсов, чтение специальной литературы, консультации с экспертами.